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FCC Radiation Exposur e Statement

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with the
minimum distance between your body and the antenna as shown in the table below:

Low gain indoor antennas(£6dBi) 4.5cm (1.8 inches)

Note: Detached antennas, whether installed indoors or out, should be installed ONLY by experienced
antennainstallation professionals who are familiar with local building and safety codes and, wherever

applicable, are licensed by the appropriate government regul atory authorities.

Copyright Statement

No part of this publication may be reproduced, stored in aretrieval system, or
transmitted in any form or by any means, whether eectronic, mechanicd,
photocopying, recording, or otherwise without the prior writing of the publisher.

Printed in Taiwan, Oct. 2001
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2 Introduction

Thank you for purchasing your WX-1500 Series Wireless Access Point.
This manua will assist you with the ingallation procedure.

The package you have received contains the following items:
» User manud,

» WX-1500 Series Wireless Access Point,

* Power adapter,

* CD containing configuration software and this manudl.

Note: if anything is missing, please contact your vendor

A wirdess LAN isnormaly used in a predefined environment. In such a network,
Access Points are mounted at assigned places, each covering its own areain which
wireless nodes can operate. These Access Points are connected to awired network to
communicate with each other and with servers and clients on that network.

The WX-1500 Access Point can be connected to a 10/100 M bps Ethernet network
through aRH5 (UTP) connector.



3 Installation

1. Mount the Access Point firmly to the wall on the position that is determined
during the Ste survey.
2. Make surethe antennas are in avertical position (if not, rotate over 90 degrees).

3. Insert the power connector.

4. Attach the Access Point to Ethernet network by using UTP Ethernet cable.

At the front of the Access Point you will see three LEDs.

If &l goeswell, the leftmost LED (Power) is green and the rightmost (LINK) and
middle (ACT) LEDs flash whenever thereis traffic on the respective networks which
isat least ten times per second for the wireless LAN because of so-called * beacons' .

The Access Point autometically selects the medium attached. When the cable network
is detected, the network LED will turn yellow.

Reset the Access Point

1.You can reset the Access Point’ s settings to factory defaults by pushing a paperclip
inthe little hole next to the UTP port while the Access Point is on.

2.Release the reset button when the LED has stopped burning.
All settings are deleted.

3.Us=KickStart to ingtall new IP settings.
If you have a DHCP server the IP settings will probably remain the same.

4.Y ou can now use the Web Interface to manage the Access Point again.



4 Configuring the Access Point

The Access Point isaready to use device. It is delivered with default settings which
alow you to have access to it without configuring it.

When you do configure the Access Point, you can change the settings with respect to
security, radio channdls, etc.

|P settings can be ingtdled automatically or manualy.

Ingtall 1P settings, when

1. Automatically : If the Access Point is part of anetwork with
aDHCP server, the DHCP server assigns the | P settings to the
Access Point for you. Now it will start the Web Interface.

2. Manually : If thereis no DHCP server, you need to
ingdl the IP settings usng the KickStart application.

Note: If thereisno DHCP server available, the system might take

over one minute to find the AP.

The Kickstart gpplication is needed only when:
1. You dart the Access Point for thefirst time, or
2. You have reset the Access Point to factory defaults and must ingtal the IP settings

again.

Note 1: If you would like to assgn new IP address to AP, please run the command
linefrom Start - Run windowswith “ kickstart/a” command to proceed.

Note 2: We highly recommend that to use wired method while assgn IP address to
AP, which is connect Access Point to your wired network adapter then do
configuration.

The Kickstart gpplication can be found in the CD.



Installing KickStart
You can indal KickStart on a Pc or notebook in the network to which the Access
Point will be connected. Follow the instructions of the ingal wizard.

Launch KickStart
Double click the KickStart icon. The gpplication starts up.

¥ Kickstart - Welcome

Welcome to KickStart,

Thiz application will azzizt you ik starting up the Web interface ta
manage your wirelezs etheret device. Click Mext bo start zearching
for wireless ethernet devices.

Werzion 1.0 Copyright [C] 2000 - 2007 [ntersil

¢ Back Cancel | Help

When you dick Next, KickStart will search for al Access Points within range,
whether they have been configured properly or not.




Select wireless Ethernet device

Y ou can sdlect the device you want to manage from the list as showed below.

2 Kickstart - Select Wireless Ethernet Device

Select the wireless ethernet device pou want to manage;

M arne | MAC Address | IP Address | 55D

0 unkniowsn 00: 40:05: de:5d:bb

l

16925418793 default

Searching .| Rescan

i

¢ Black |

Hext s | Cancel I

Help

After that you can
-click on Next to continue to the next screen, or
-click on Rescan to rescan for awireess device.

Devicedata

The Scan Screen contains the data of the wirdess devices that can be found.

Description

MAC address: Every Ethernet device has a unique address that is permanently linked
to that device. It cannot be changed.
IP address: In order to access a TCP/IP network, a device must have an IP

address.

SSID: The SSID is dso known as Service Set ID. This is the name of your

wirgless network.

Scanning and rescanning for devices

If the device that you want to manage isinthelist, select it, and click Next.
If you dlick the Rescan button, KickStart will search for Access Points again.
Use thisto find Access Points that have just been switched on or reset.




| P settings

In this screen you can sdlect to either use dynamic (if DHCP isavailable) or Setic IP

Sttings.

¥ Kickstart - Change IP Settings

The IP zettingz of this wirelezs device do not match thoze of thiz
computer. In order to be able to manage the device from this
computer, the [P settingz will have to be adapted.

Becauze thiz computer haz static IP zettings, it iz recommended ta do
the zame for the wireless device,

" |ze dvnamic IF zettings,

£+ lse static IP settings. [recommended}

< Back I Hewt > I Cancel Help

Sdect Dynamic IP settings when you ingdl the Access Point in a network with a

DHCP server or Auto IP.

Sdect Static | P settings when you want to configure the IP settings manudly.
Click on the Next button to continue to the next screen.

* If you selected the option Use dynamic | P settings, you will continue to the screen of

Changing IP settings directly.

* If you selected the option Use gatic | P settings you will continue to the screen Set IP
address of Wireless Device, see‘ Stetic |P settings ™ .




Static | P settings
When you have selected the option Use Static | P setting in below appears:

ickStart - Set IP Address of Wireless Device x|
Complete the IP addresz, or if you are unsure what to do,
wou can chick the Suggest buttor;
IP address I 192 168 . 2 . N2
Subret mask | 255 . 255 . 0 . O
Suggest
Maote:
Settings of this computer:
IP address 192 168.77.33
Subnet mask 28R 25600
< Back I Mext » I Cancel Help
In this screen you can either manualy insert the | P address and Subnet mask, or you
can click on the button of “ Suggest” to let the system find the |P settings.
Click Next to continue to the next screen.
Gateway settings
In this screen you can ingta| the Gateway address of the wirdess device. Click on
Next to continue to the next screen.
ickStart - Set Gateway of YWireless Device x|

Optionally, pou can zet the gateway:

Gateway 132 168 . 1

. 254

< Back I Hewt > I Cancel

Help
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Ready to start the Web Interface

If you click Finish in this screen, KickStart will launch aWeb browser and open the
administration page (Web interface) for the Access Point you have chosen. Then
KickStart quits.

2 KickStart - Ready to start

KickStart i now ready to start the "Web interface.

< Back Cancel Help

Web Interfaceislaunched

Once the KickStart gpplication has finished and the Access Point is available for
configuration in the network, the Web Interface application is launched in aweb
browser. Y ou can now edit the settings for the Access Point.

1



Contentsof Web Interface

The Web Interface gpplication contains the following subjects:

Settings Summary : On this page you will find an overview of the current settings.

Settings Summary

SSID (Service Set ID): fae

IP Address: 192.168.2.116

Access Control: Unknown clients are accepted
Eavesdropping Mode: WEP is turned off

This is a summary of the most important settings. You cannot chanae the settings on
this page. To change these, use their shortout on the left or the following links:

SSID

IP Address
Arccess Control

Eavesdropping Mode




Wireless Settings : The settings of the wirdess device are displayed here, and you
can edit some of these settings.

Wireless Settings

SSID (Service Set ID): |fae

Radio Channel: !3 vl

Regulatory Domain; ETSI (&l countries in Europe except France)
High Rate: WV

Cancel Apply

This page contains settings for the identification and radio channel use of the Access Po

#® S5ID (Service Set ID): this is the name of the netwaork that the client can see and
select to join.

# Radio Channel: the channel that the Access Point uses to transmit and receive
information. Unless you have multiple Access Points in the vincinity, there is normi

i Ao e

SSID : Thisisthe Service Set ID. Only Access Points and clients that share the same
SSID are able to communicate with each other.

Radio Channdl: Thisisthe channd that the Access Point uses to transmit and receive
information. The channel that you select here is restricted to the channels that
can be used within your Regulatory domain.

Regulatory Domain: The Regulatory domain is displayed here. Every country hasa

Regulatory Domain concerning radio channels that can be used to transmit and
recelve Sgnas. This setting is afactory default that cannot be changed.

13



Security Against Unauthorized Network Access:On this page you can dlow or
deny accessto the Access Point by clients.

To protect your network against unauthorized network access you can create an
Access Control List (ACL).

Security Against
Unauthorized

Metwork Access

Security Against Unauthorized Network Access

Default Access Control:

& Al clients are accepted
Al clients are denied

Cance | Apply

Exception List (Denied Clients):

- no clients entered -

Add Client... Delete Clients...

Y ou can choose to alow access to dl clients or deny accessto al clients, and creste a
list of exceptions for both options.

All clients are accepted: When you select this option, you alow accessto dl PC

Cards, except for ones that you specify in the Exception list.

This option can be useful if you do not want to keep track of al PC
Cards but you do know some PC Cards that need to be denied access
because they were stolen or some other reasons.

All clients are denied: When you select this option, you deny accessto al PC Cards
except the ones you specify in the Exception Ligt.

Select the option and pressthe“ Apply ” button, then add Exception List.

14



If you selected “ Allow accessto al clients, you can add the MAC address of the
client that you want to deny accessto in the MAC Addressfield.

If you selected “ Deny access to dl clients, you can add the MAC address of the client
that you want to alow accessto in the MAC Addressfield.

Add a Client

Deny network access to the client with the following
MaC Address,

|00:00:00:00:00:00

(834 | Cancel

[ <]

Then click on the OK button. The client is now added to the exception list.

15



To delete a client from the exception list

1. Click onthebutton of “Delete clients’, aseparate window opensin which the
Exception list is digplayed.

Delete Clients

Femove the following clients from the Access Denied
list

[T 00:40:05:0E:50:BB

(84 | Carncel

[ <]

2.Sdect the MAC Address(es)of the client(s)that you want to remove
fromthelig.

3.Then dlick on the OK button. The exception lit is updated.

16



Security Against Eavesdropping :On this page you can indal security methods to

prevent eavesdropping on the connection to the Access Point.

%8
Security Against
Eavesdropping

P

-l

Security Against Eavesdropping

% Dpen System (Mo Authentication)
T WEP Chandge Settings

Cance| | Apply

On this page you can enahble or disable WEP (\Wired Equivalent Privacy):

® Open System: clients have access without a password,
e WEP: the client must enter a password to connect to the Access Point,

WEP (Wired Equivalent Privacy) requires you to specify a key size and a key. Click the
"Change Settings' link to do so. There are two WEP key sizes, For WEP 40, the passwo
exactly 10 characters long, For WEP 128, the password is exactly 26 characters long.
can only enter hexadecimal characters (from 0 to 9, and from a to ).

Open System :When you sdlect this option, clients have access without a password.

17



WEP Change Settings: When you sdlect this option, you can activate the WEP
security method.

<} Enter the WEP Settings - Microsoft Internet Explorer [H[=]

Enter the WEP Settings

WEP security reguires selection of a WEP mode and
key. Security method:

 WEP 40-hits (10 characters)
 WEP 128-hits (26 characters)

Type new WEF key

(0] 4 | Car‘u::ell

1.Sdlect the WEP method:40 bit or 128 bit.

2.Enter a password:

WEP 40:the password must contain exactly 10 characters,
WEP 128:the password must contain exactly 26 characters.

Note:  Only the following a phanumeric characters are alowed in the password,
whichisOto 9, atof.

Clickon OK.

18



Security Against Unauthorized Configuration :On this page you can manage the
Write Community String for the Access Point and lock
the management of the Access Point.

Security Against Unauthorized Configuration

Change Password... |

Lock Access Point |

o

Security Against
Unauthorized: : ) ] : :
Configuratior e Change Password: click this to install a password (the "Write Community
String') that is required to make changes to the Access Point.
® Lock Access Point: click this button to lock the Access Point to deny

configuration changes ta it

0n this page you can restrict or lock out the possibility of configuring the Access Point,

On this page you can ingtdl a password, the so-cdled “ Write Community String ™,
that is required to make changes to the Access Point and lock the Access Point.
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Click on the button of “ Change password”.

<} Enter the Password - Mictosoft Internet Explorer _ O]

R

Enter the Password

Enter Password: |

Confirm Password: |

(834 Cancel |

[ <]

Y ou can enter a password that is required to edit the settings of the Access Point with
the Web Interface.
Click OK

L ock Access Point: Click on the button Lock Access Point to lock it.

A warning gppears. “ Areyou sureto lock the Access Point? Thiswill immediately
prevent making configuration changes. Y ou will till be able to view the current
Settings.”

Click on OK to lock the Access Point. No more configuration changes to the Access
Point are allowed.

To unlock the Access Point:

1.You can reset the Access Point’ s settings to factory defaults by pushing a paperclip
in the little hole next to the UTP port while the Access Point is on.

2.Release the reset button when the LED has stopped burning.
All settings are deleted.



| dentity : Here the identity data of the Access Point are displayed, and you can edit
some of these data.

Identity

Location: |FeE-2nd Floor

Contact: [faeteam@agemtek.cam tw
MAC Address: 00:90:4B:08:88:DB
Access Point Type: WLAN &Access Point
Firmware Wersion: 3.2.28

Eancel Spply

This page gives information that will help you to identify the Access Point and its basic
_ properties:

The Location field can be used to indicate the physical location of the device (for example

2nd floor, room 33,
Lr'| The Contact field can be used to indicate the person responsible for the device, this can
: an email address (for example: someone@company.com),

-| Both fields do not influence the behavior of the Access Point.

Location : Thisisatext fild in which you can enter eg. where the Access Point is
installed ( eg. 2" floor, room 3).
Y ou can put any text into this field, the text has no influence on how the
Access Point works.

Contact: Thisisatext fidd in which you can enter eg. the name of the systems
adminigtrator responsible for the Access Point (* admin@domain.com ).
Y ou can put any text into this field, the text has no influence on how the
Access Point works.
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| P Settings: The IP, subnet and gateway addresses of the Access Point are displayed
here.

IP Settings

IP Address: 192.168.2.116
Subnet Mask: 255.255.0.0
Default Gateway: 192.168.1.254

The IP address, subnet mask and gateway address of the Access Point are displayed
here, They are properly configured and you cannot change these from within the Wweh
Interface. If you do want to change them nonetheless, run the KickStart with the
command line parameter fa

It is not possible to change these addresses from within the Web Interface.
If you want to change the I P settings of an Access Point that has aready
proper |P settings, you need to run KickStart and change them manudly.

Note: If you would like to assign new |IP address to AP, please run the command line
from Start - Run windowswith “ kickstart/a” command to procedure process.



5 Troubleshooting

Q: If KickStart does not find the Access Point you are looking for.
A: There are severd possible causes depending on the way the Access
Point is connected to the network.
a. Problemson thewirelessside
Always check the status of the LEDs to see whether you have:
* dectricity problems,
*radio sgnd problems,
* networking problems.
1. Possible cause: Isthe Access Point powered up ?
Solution: Check the power LED. Check if the Access Point is connected.

2. Possible cause: Isthe Access Point isin range of the WLAN card on your
computer?
Solution: Check the ACT signal LED. Check for possible problems with
respect to range.
3. Possible cause: Isthere anetwork connection? Check the network LINK LED.
Solution: The Access Point may take up to aminute to find an IP address it
can uxeif Auto IPisused to assign an |P address.
4. Possible cause: Client cannot make connection. A wirdess client is not (yet)
connected to the Access Point.
Solution: Refer to the manud of the wirdess client on how to connect.

b. Problemson thewired sde
Always check if your cables and connections arein good order and properly
installed.
1. Possible cause: Hasthe proper cable been used?

Solution: « If the Access Point is connected to ahub, a* norma ™ (not a

crossover) cable must be used.
* If the Access Point is connected directly to acomputer , a crossover

cable must be used.
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6 Technical Specificationsof WX-1500 Series

Standards supported

|EEE 802.11 standard for Wirdless LAN
All mgor networking standards (including IP, IPX)

Environmental

Operating temperature (ambient):
-10~50°C

Humidity:

Max. 95% Non-condensing

Power specifications

DC power supply
Input : DC 100-240 50-60 Hz 1A
Output: 5V DC 1A converter incl.

Radio specifications

Range

per cell indoors approx. 35-100 meters

per cell outdoors up to 100-300 meters

Tranamit power:

Nomina Temp Range: 14 dBm, 12min.

Extend Temp Range: 14 dBm, 11 dBm min.

Transmit Power, 2.7 v to 3v: 14 dBm max,11 dBm min.
Frequency range:

2.4-2.4835 GHz, direct sequence spread spectrum
Number of Channds:

Most European countries: 13 (1-13)

US and Canada: 11 (1-11) (3 non-overlapping)

France: 4 (10-13) (1 non-overlgpping)

Japan : 14 (1-14)
Antennasystem:

Dud antenna diversity system; 2dB gain with swive neck
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Specific features
Supported bit rates:
11 Mbps: CCK
- 55Mbps: CCK
- 1Mbps: DBSK
2 Mbps: DQPSK
Data encryption:
- 40-bits WEP Encryption
- 128-hits WEP Encryption
Utility Software:
- KickStart program & web management

Physical Dimensions
136 x 126 x 40 mm, 227 x 126 x 40 mm with antennas extended
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